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ABSTRACT 
SPDY is a protocol using for improving the loading speed of webpage .this protocol also reduce the data loading 

time and transfer the data packets fastly. SPDY also allow making the multiple requests in signal TCP connection 

because SPDY uses the multiplexing technique. SPDY create the SSL certificate for the single session and allow 

transferring the data over network protocols. SPDY use the TCL for the compressing the data. In the SPDY protocol 

the request send to the server for the data pushing so the SPDY improve the webpage loading time. 
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1. INTRODUCTION 

SPDY (Speedy) Protocol is an application layer protocol built by chromium projects .SPDY was derived from 

English word Speedy. SPDY is designed to reduce the latency of web pages. The Speedy was designed in order to 

speed up the transfer and access to web pages. SPDY attempts to protect the existing rule of HTTP in order to avoid 

changes or re-writing of existing web applications. [1] HTTP protocol design leads to the high laten cy of web pages. 

The HTTP uses a text-based protocol header but it is not good because it uses costly parsing. HTTP is 

connectionless and therefore, most request or response messages contain much unnecessary information for 

concurrency. HTTP uses multiple TCP connections. SPDY provides a session layer for HTTP to multiplex all 

request and response messages belonging to one session into one SPDY session. Then it transmits the data over one 

TCP sessions. This can be used by the web server to send data without  an extra client request. This feature can 

reduce the latency. SPDY wasn’t only designed to make HTTP speedy but there are various solutions to web latency 

like SCTP i.e. Stream Control Transmission Protocol.[11] The stream control Transmission Protocol is  a transport 
layer protocol. It replaces the TCP and provides multiplexed streams and stream-aware traffic. 

2. SPDY/HTTP2.0 

SPDY was developed by Google as a way of adding effectiveness to the normal HTTP protocol. It uses compression 

and even predicting requests so resources are sent faster from the server to the browser. In 2009 Google announced a 

new protocol SPDY and they promised that it would considerably fasten up the web browsing. But SPDY does not 

replace HTTP. It creates a session between the HTTP application layer and the TCP transport layer. It speeds 

downloading using multiplexed streams, request prioritization and HTTP header compression. Last year Google 

insisted that SPDY could reduce byte count by 15% and packet count by 40%, and that SDPY's  header compression 

could reduce latency by up to 85% .[21] 

Twitter enabled SPDY on its servers in March 2012, at the time making it the second largest site known to deploy 

SPDY. [11] In May 2012 F5 Networks announced support for SPDY in its BIG-IP application delivery controllers. 

[6]In June 2012 NGINX, Inc. announced support for SPDY in the open source web server Nginx. [7] 

Cloud flare is also providing a beta of SPDY on their servers (using Nginx) from June 2012, though users who 

would like to use/test it must be paying customers as SPDY is built on top of TLS, and only paying customers can 
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use SSL/TLS Certificates. [7] In July 2012 Facebook announced implementation plans for SDY. [8] By March 2013 

SPDY was implemented by their public web server. [9] In August 2012 Wordpress.com announced support for 

SPDY across all their hosted blogs. [10] 

3. PROBLEM STATEMENT 

Single request per connection . Because HTTP can only fetch one resource at a time (HTTP pipelining helps, but still 

enforces only a FIFO queue), a server delay of 500 ms prevents reuse of the TCP channel for additional requests. 

Browsers work around this problem by using multiple connections. Since 2008, most browsers have finally moved 
from 2 connections per domain to 6.  

Exclusively client-initiated requests. In HTTP, only the client can initiate a request. Even if the server knows the 

client needs a resource, it has no mechanism to inform the client and must instead wait to receive a request for the 
resource from the client.  

Uncompressed request and response headers. Request headers today vary in size from ~200 bytes to over 2KB. As 

applications use more cookies and user agents expand features, typical header sizes of 700-800 bytes are common. 

For modems or ADSL connections, in which the uplink bandwidth is fairly low, this latency can be significant. 
Reducing the data in headers could directly improve the serialization latency to send requests.  

 

Fig 1.1: Request handling over HTTP and SPDY[18] 

Redundant headers. In addition, several headers are repeatedly sent across requests on the same channel. However, 
headers such as the User-Agent, Host, and Accept* are generally static and do not need to be resent.  

Optional data compression. HTTP uses optional compression encodings for data. Content should always be sent in a 

compressed format. The internet has continued to evolve over the last 20 years but the standard has not. The timeline 

below illustrates just a few of the major events in HTTP’s lifetime. There is a huge gap in the evolution of the 
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standard, but during this time frame many key events happened, such as the ability to access the internet from your 
phone and make a phone call from your computer. 

4. PROPOSED WORK 

The protocol is being proposed by keeping in mind that speeds up the speed of lo ading website. Also this protocol 

make the data comparison on the header data and that is use the SSL certificate for the verification of the user 

authentication for the security purpose. Now need to web faster with the security so for that using SPDY prot ocol 

and SSL certificate. The goal of the proposed system is decrease the load time and makes the many more HTTP 

requests to run across a signal TCP session. 

 

5. IMPLEMENTATION ENVIROMENT 
SPDY adds a session layer at top of SSL which allows for multiple parallel, interleaved streams through a single 

TCP connection. The GET and POST message formats remain the same. SPDY specifies a new framing format for 

encoding and transmitting the data over the wire. Streams are bi-directional, and can be initiated by the client and 

server. SPDY aims to achieve lower latency through basic (always enabled) and advanced (optionally enabled) 

features. SPDY is an Application layer protocol for transporting content over the web, designed specifically for 

minimal latency. There are three main points to SPDY that are (most) close to modern and emerging web 

architectures. [13] 

1. Only single, asynchronous connection is allowed between client and server 

2. SPDY is placed above TCP and encapsulates HTTP 

3. Requests can be prioritized 

4. SPDY also use TCL protocol 

5. Network protocol used 

The main principle of SPDY is the use of a single, asynchrony-nous connection (1) between client and server to 

reduce latency inherent in network transfer times. Clients then send a series of requ ests with or without priority (3) 

desired over that connection. Those requests are encapsulated into SPDY (2) and sent to a SPDY-capable web server 

infrastructure where they are translated and processed before being sent back. This process is, as Google po ints out, 

much faster than traditional acceleration techniques involving parallelization of requests because a browser simply 

cannot open a number of connections to the web server commensurate with the number of objects (requests) it must 

retrieve [3]. Connection limitations and the synchronous nature of the HTTP protocol impose a performance penalty 

that is not possible to eliminate. Google has very impressive performance results from using SPDY. [6][9] 
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