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ABSTRACT 
 

 The client which is using local area network for mapping network address connected to its corresponding MAC 

address is done by Address Resolution Protocol, it is well known that ARP is determined and works properly in case 

there is no malignant client in the network but in practical scenario it is not possible. It is a primary protocol. ARP 

is mapping from IP address (32 bits) into MAC address (48 bits). The primary motive of an attacker is always tried 

to find a strategy which is further accomplished to launch various different attacks. ARP gives this accountability – 

the unsubstantiated and stateless characteristics of the protocol which accredit the attacker to conduct biggest level 

attacks. In this paper, an attempt is made to resolve out or minimize the attempt of attacker by providing a 

validation using DHCP (Dynamic host control protocol) server. By the introduction of DHCP such that if an 

attacker applies the IP of host not in network can be prohibited. By the response of DHCP correct matching of IP 

and MAC could only respond. A mechanism which uses primary and secondary cache for checking pair entry of IP-

MAC respective the system in the network. thus poisoning can be detected and protected successfully.  

 

Keyword: -  Address Resolution Protocol, MAC, DHCP 

 
1. INTRODUCTION 

Address Resolution Protocol (ARP)[1] is a communication protocol which is used by the internet protocol (IP) 

generally IPV4, to map IP  to MAC. A table which is also called ARP cache table manages the correlation  

1) ARP Request  

2) ARP Reply  

 

     16 bit data      16 bit data 

Hardware Type Protocol Type 

Mac Address 

Length 

Protocol Address 

Length 
OP Code Number 

Sender MAC Address 

Sender IP Address 

Receiver MAC Address 

Receiver IP Address 

Table 1: ARP Message Format 

 

 

Here Table 1 show that ARP message format. ARP poisoning is an attack that exploits the transition from layer 3 to 

layer 2 attacks. Once the ARP cache has been poisoned, each of the victim devices send their packets to the attacker 

when computing to the other device. View ARP cache arp– a. ARP poisoning is also known as ARP Spoofing, ARP 

cache poisoning. In this paper resolve the drawbacks of the previously exiting solutions. We also check the features 

of the solution like compatibility, effective, efficiency, feasible, Cost etc. so, we purpose the new design which give 

better solution. 
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2. BACKGROUND 
 

A. ARP Protocol[3] 

 

Suppose host A want to communicate to host B within a LAN. For that purpose, A requires the MAC address of B. 

So, A will search for B’s MAC address in its ARP cache. If it is found, the communication will proceed else A will 

send a broadcast ARP request to get the B’s MAC address. This ARP Request is shown in Fig. 1. When B will 

receive this ARP Request, it will respond back with an ARP Reply having B’s MAC address. The ARP Reply is 

shown in Fig. 2. As soon as A will receive this reply, the communication will start and the MAC - IP mapping will 

be stored in A’s primary ARP cache for a fixed amount of time.ARP Request and ARP Reply messages are utilized 

together to know the MAC - IP mappings of the communicating entities. ARP Request is generally a broadcast 

message sent to fetch the MAC address of a dedicated IP destination. In response to that, one of the hosts sends a 

unicast ARP reply which contains the required MAC address. After receiving the ARP Reply, the host makes an 

entry for this MAC - IP mapping into the primary ARP cache for a predefined amount of time. Later on the timeout, 

that entry is removed from ARP cache.  

 

                
Fig. 1. Host A broadcasts ARP Request for Host B  Fig. 2. Host B sends a unicast ARP Reply to Host A 

 

 

B. ARP Cache Poisoning 

 

Due to unauthenticated nature of ARP, attackers can easily send fake ARP messages to poison the ARP caches of 

the hosts within the LAN. Fig. 3 shows the ARP Poisoning attack launched by C. C sends a spoofed ARP message 

to A saying B’s IP address belongs to C’s MAC address. Likewise, C sends a spoofed ARP message to B saying A’s 

IP address belong to C’s MAC address. As a result, C will get the Man-In-The-Middle position for the whole 

communication that is going on between A and B. 

 

 
Fig. 3. Host C performing ARP Poisoning on A and B 
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C. IP Exhaustion problem[3] 

 

If a MAC address, MAC (A), is the first one to claim that an IP address, IP (P), belongs to it, IP (P) – MAC (A) 

mapping is a genuine one. Thereafter, the subsequent ARP messages claiming IP (P) belong to any other MAC 

address will be considered as the fake one. The IP Exhaustion problem is one type of ARP poisoning attack. The 

attacker broadcasts multiple ARP messages on the behalf of all unused (i.e. Not alive) IP addresses in the subnet. 

The attacker claims that all the unused IP addresses inside the subnet belong to my MAC address. When the other 

hosts receive this message, they update their primary ARP cache accordingly. Suppose that hosts inside the subnet 

are executing the above mentioned scheme. If an attacker launches the IP Exhaustion attack, the hosts will update 

their cache accordingly. Now, hosts will assume that all the possible IP addresses inside the subnet are currently in 

use. So whenever, a genuine host will come into the network and it will send an ARP message, all other hosts will 

consider the new host as illegitimate one. Finally, a genuine host will not be able to get connectivity in the network. 

 

 

3. ARP ATTACKS 
  

 A. Man-in-the-middle (MITM)[18]  

 

A hacker cans exploit ARP Cache Poisoning to capture network traffic between two nodes. For example, we 

performing a MITM attack in our lab, here the attacker wants to see all the traffic of victim system i.e 192.168.0.74, 

and your router, 192.168.0.10. The hacker begins by sending a forge ARP "reply" to the victim, relating his system 

MAC address with 192.168.0.73. Then the hacker sends a forge ARP reply to the victim, relating his MAC Address 

with 192.168.0.10, now victim thinks the hacker's system is router. Finally, the hacker turns on an OS feature called 

IP forwarding. This feature enables the hacker's system to forward any network traffic it receives . Whenever you try 

to go to the Internet, your system sends the network traffic to the hacker's system, which it then forwards to the real 

router. Meanwhile the hacker is still forwarding your traffic to the router, you remain unaware that he is capturing 

all your network traffic and also sniffs passwords or hijacks your secured Internet sessions 

 

 B. Denial of service (DOS)[18] 

 

A hacker can send an ARP reply with an IP address on network with a falsified MAC address. For example, a fake 

ARP reply with the network’s router IP with falsified MAC will bring down the connectivity of the whole 

network.DOS attacks usually influence ARP poisoning to link several IP addresses with a single machine’s MAC 

address. As a result, traffic that is visualize for many different IP addresses will be retransmitted to the machine’s 

MAC address, it overloads the target with traffic. In DOSs attack a malicious machine forges a large number of 

bogus identities. i.e it makes system resources unapproachable to its intended users. Attack involves soaking, the 

target (victim) machine with outward communications requests i.e. it cannot respond to authentic traffic. The 

response comes so slowly as to be condensed effectively unavailable response.  

 

 

C. MAC Flooding [18] 

 

MAC Flooding is an ARP Cache Poisoning method done at network switches. When switches are overloaded they 

generally fall into a hub mode. In hub mode, the switch provides sport security features and broadcast all network 

traffic to every node in your network. By flooding a switch's ARP table overloads with forge ARP replies. MAC 

flooding overwhelms the network switch with data packets that interrupt the usual sender to receiver flow of data 

that is common with MAC addresses. MAC flooding initiate with exploitation of the table that is part of the network 

switch. When working properly, the table will map every MAC address on the network. Every MAC address is 

related with a physical port on the network switch MAC address is sent out on all ports associated with the network. 

That means any type of data that was meant for a single address is received by multiple addresses.  

 

D. Connection Hijacking [18] 

 

Packet or connection hijacking is the method in which connected node can be victimized into getting their 

connection changed and taking full access over it. Connection hijacking attacks can use ARP poisoning to steal 
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session IDs, permitting attackers access to private systems and data connection hijacking. It is also known as TCP 

session hijacking, which broadly means taking over a Web user session by secretly obtaining the session ID and 

pretending as the authorized user. When the user's connection ID has been retrieved, the attacker can pretend as that 

user and do anything asa authorized user.  

 

E. Cloning [18] 

 

MAC addresses were meant to be globally unique identifiers for every network interface. They are burned into the 

ROM of each interface, and cannot be changed. Today, MAC addresses are easily changed. Linux users can even 

change their MAC without spoofing software, using a single variable to “ifconfig”, the interface configuration 

program for the O.S. An attacker could DoS a target computer, then assign themselves the IP and MAC of the target 

computer, receiving all frames intended for the target. 

 

 

4. RELATED WORK 

 

Sudhakar and R.K.Aggarwal  et. al. A Security Approach and Prevention Technique against ARP Poisoning 

[1]Propose technique based on ARP central server (ACS). He join this approval server with the ARPWATCH 

apparatus along these lines, it can make good with the IP associating setup. This approval server is a sort of ACS 

server which approves the ARP tables’ entries of all the host inside the network. This approach ought to keep up a 

long-term cache table at every client side. This way we can solve the problem of IP aliasing in the ARPWATCH. 

The traffic, which is generated by the Attackers, is going to filter by the configured ARPWATCH and Centralized 

Server. So the problem of ARP poisoning can be tackled. Arpwatch is a computer software tool for monitoring 

Address Resolution Protocol traffic on a computer network. Now, in this model, we are going to attach the ACS 

with configured ARPWATCH system so that the time generating the false alarm, it should check the MAC-IP 

associations with the secondary cache in ACS. If the secondary cache contains the associations of that MAC-IP, then 

it will not generate the false alarm. we are outlining that at whatever point the ARPWATCH listen to any system 

interface. In the event that there is any bungle between the relationship of Macintosh IP. At that point, it will first go 

to the endorsement server, which has its own auxiliary ARP reserve table. If Macintosh IP partner has a place with 

that ARP cache table, then it will not create the caution else, it will. ACS will send a reply message to the Secondary 

ARP cache table. So that it can update its secondary ARP table and declare the user as a legitimate user for further 

future communications. But due to containing false warning it generate virtual reports to administration. 

 

Prerna Arote et. al. Detection and Prevention Against ARP Poisoning Attack Using Modified ICMP and 

Voting [11] Propose a technique based on ICMP and voting that is backward compatible. In LAN environment 

physical address that transfer the data at data link layer .ICMP is used by the ping command including echo request 

and echo reply. It is also called as network protocol that not only store sensitive information also tells about status of 

system. It included two type of packet i.e. ARP and ICMP central server play an important role other system in 

network can work efficiently in case of failure of any system. There are two types of table i.e primary and secondary 

table. Central server maintain secondary table in which data is store for a long period of time. It has several 

advantage require less cost because of a few system in the network. Ettercap , SSL strip and client side 

implementation is the main module of this approach. But host for which static entry is not saved it does not provide 

the MITM solution. 

 

Sumit Kumar and Shashikala Tapaswi A Centralized Detection and Prevention Technique against ARP 

Poisoning[5] proposed a centralized technique for detection and prevention of ARP poisoning. In this technique, an 

ARP Central Server (ACS) is used to validate the ARP tables' entries of all the hosts within the network. Clients also 

maintain a secondary long term cache in this approach. However, this technique does not address the IP exhaustion 

problem which an attacker can create within a network. Moreover, this technique is centralized in nature. 

 

Geo jinhua et.al ARP spoofing Detection Algorithm Using ICMP Protocol[7] proposed ICMP convention based 

identification algorithm for ARP spoofing. This algorithm gathers and dissects the ARP packets and afterward 

infuses ICMP echo request packets to test for the malicious host as indicated by its response packets. Nevertheless, 

the algorithm depends on a database accessible at Detection host. Along these lines, it causes the single point failure 

issue. Likewise, the algorithm does not address the issue of ARP harming utilizing fake ICMP resound demands. An 
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assailant can send a fake ICMP to resound ask for with the mock source IP address of an honest to goodness have 

and the source Macintosh address of itself. Accordingly, when the victims have to get this message, it will overhaul 

its ARP store with ill-conceived restricting having aggressor’s Macintosh deliver tie to a parodied authentic IP 

deliver assigned to another host inside the subnet. The assailant can send a similar sort of fake ICMP echo request to 

default entryway additionally to get the MITM position between the default door and the casualty (victim) have. 
 

 

5. PROBLEM DEFINITION 

The ARP protocol is the only protocol which gives the solution to the Mac address for the communication. Once a 

system knows an ip address of the communication system it will broadcast ip address to know the Mac address of 

the system but because of this volatile catch mechanism hacker can easily hack any system by sending its Mac 

address as the pair of ip address broadcast and can spoof his data. 

 

6. PROPOSED METHODOLOGY 

 

We proposed a methodology for reducing network overload.This mechanism are backward compatible and less 

complex because we do not use cryptography. By using the concepts of DHCP (Dynamic host control protocol) try 

to reduce overload. This scheme use a centralized approach. 

 

In our assumption min 3 number of host that are available in the LAN that are maintain primary and secondary 

cache table that are permanently store the data until it will not deleted by us. Data is stored in the form of text in 

secondary cache table. Once validity of data is complete primary cache is updated according to validation. Our main 

aim is to reduce the network overload and congestion problem after complete the validation phase if any problem 

occur to identify the data the send a message to DHCP server, that dynamically assign IP address to system. In 

design of current system we have 3 systems that are connected over LAN. Host will maintain two table primary and 

secondary cache table. DHCP server uses only secondary cache table. Algorithm for detection and prevention of 

ARP is as follows, that are described as follows: 

 

6.1 Algorithm 

 

Step 1: If a host want to communicate with other host then it will broadcast request to other host , with its IP 

address.Other host receive that request & send a reply message(ARP Reply). After that source host check 

its entry in primary cache.  

Step 2: If entry found in primary cache then update <IP, MAC>  the binding.  Else check secondary table.  

Step 3: If the binding is found to be same as stored in secondary cache, both local ARP primary cache and 

secondary table is updated. 

Step 4: Else binding is not found in secondary cache then, the host sends ARP request packets to DHCP server 

to obtain reply of any one host. 

Step 5: If the reply received from only one host then <IP,MAC> binding is accepted. 

Step 6: Else reply is received from more than one host then send ICMP probe packets sent to each host from 

whose reply is received. 

Step 7: If the reply received from only one host then <IP,MAC> binding is accepted & update primary & 

secondary cache. 

Step 8: Else discard the entry from local cache & alarm generated for malicious host 

 

 

6.2 Flowchart  
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    Fig 1. Flowchart for proposed System 

 

7. COMPARATIVE ANALYSIS OF PREVIOUS & PROPOSED APPROACH 
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Table 1 Comparative Analysis of Previous & Proposed Approach 

 

8. CONCLUSIONS  

 

In this survey, we reviewed all the above mentioned techniques prior proposed but we came across some of the 

loopholes in the already existing solution. The survey makes it necessary to propose a scheme which would satisfy 

all the aspects of complete solution of ARP poisoning and would be implementing it in near future. 
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