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ABSTRACT 
The main purpose is to transmit packets in multiple paths so that time delay is reduced and delay 

performance is improved. Before the transmission occurs neighbor receives the broadcast signals from 

the transceiver. Neighbor node responds after receiving signals from transceiver. Here we route the 

network for every packet and use the priority path concurrently. These parallel transmission leads to time 

management and quick routing.  These packets are rerouted for every request, for every request three 

routes is produced for single communication. This system achieves three times faster than the existing 

system .In this paper we propose sending data in all priority paths in simultaneously.  
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1. INTRODUTION:  

The wireless communication revolution is bringing fundamental changes to data network, telecom, and 

makes the integrated networks a reality. Wireless network provide a global forum for archival value contributions 

documenting these fast growing areas of interest. These devices include personal digital assistants (PDAs), laptops, 

personal computers (PCs), servers, and printers. Computer devices have processors, memory, and a means of 

interfacing with a particular type of network. 

 

1.1 WIRELESS SENSOR NETWORK (WSN) 

Wireless sensor networks (WSN), sometimes called wireless sensors and actuator networks (WSAN), are 

spatially distributed self-governing sensors that monitors physical or environmental conditions, such as temperature, 

sound, pressure, etc and to cooperatively pass their data via the network to a main location. The modern networks 

are bi-directional, and it enables control of sensor activity. The development of wireless sensor networks was 

motivated by military applications like battlefield surveillance. Now a day’s such type of  networks are used in many 

industrial and consumer applications, like industrial process monitoring and control, machine health monitoring, etc.
 

 The WSN is built up of number of nodes that ranges from a few to several hundreds or even thousands, 

where each node is connected to a sensor. Each sensor network node has several parts like: a radio transceiver with 

internal antenna, microcontroller, an electronic circuit which is used for interfacing the sensors and an energy 
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source. A sensor node might vary in size from that of a box size down to the size of a grain of dust, although 

functioning motes of genuine microscopic dimensions have yet to be created. The cost of sensor nodes is similarly 

variable, and ranges from a few to hundred dollars, depending on the complexity of each individual sensor nodes. 

Size and cost constraints on sensor nodes results in corresponding constraints on resources such as energy, memory, 

speed and bandwidth. The topology of the WSNs can vary from a star network to an advanced multihop wireless 

mesh network. The propagation technique used between the hops of the network can be routing or flooding. 

 

2. EXISTING SYSTEM  
In the existing system, the multi path for the communication will be generated. Channel, frequency, time 

slot will be generated for the specific communication. And it will be send to the node which generated the request. 

The first priority path will be selected for the communication. The packets will be sent in that path. Due to the single 

path communication there will be time delay in receiving the communications and sometimes there occurs data loss. 

 

 

 

Chart -1: Existing throughput 

3. PROPOSED SYSTEM 

Here we route the network for every packet and use all the priority path concurrently these parallel 

transmission leads to Time management and quick routing. For every request packets are rerouted and for single 

communication three routes are produced for every request. The system will achieve three times faster than existing 

system. It consumes less time for data transmission. 

 

 
Fig.2: System Architecture  
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Chart -2: Throughput for proposed system  
 

 

3 PERFORMANCE EVALATION  

                 The performance evaluation between existing and proposed system shows that the performance in the 

proposed system has improved more than the existing system. There is a big difference in the performance ratio of 

proposed system when compared to the existing system. 

 

 

Chart -3: Performance Evaluation 
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4. LITERATURE REVIEW  

4.1 “iPath: Improving Path Visibility for the Future Internet” 

The new protocol offers end-point applications a mechanism for utilizing internal information to maximize 

transport. Using cross layer approach, we can automatically collect information along a path while upholding a 

disclosure policy for the information. The protocol have been implemented on commonly used operating systems 

and have been tested on both commercial and test-bed networks. A peer-to-peer file sharing application has been 

modified to support the protocol and the experiments shows that the download time were reduced and bandwidth 

was used more efficiently. 

 

4.2 “Time Parameterization of Humanoid-Robot Paths” 

Proposes the unified optimization framework for solving the time parameterization problem of humanoid-

robot paths. Though the time parameterization problem is well known in robotics, the application to humanoid robot 

has not been addressed. This is because of the complexity of the kinematical structure as well as the dynamical 

motion equation. The main contribution is to show that the time parameterization of a statically stable path to be 

transformed into a dynamically stable trajectory within the humanoid-robot capacities can be expressed as an 

optimization problem. Furthermore, we propose an efficient method to solve the obtained optimization problem. The 

proposed method has been successfully validated on the humanoid robot HRP-2 by conducting several experiments. 

These results have revealed the effectiveness and the robustness of the proposed method. 

 

4.3 “iPath analysis” 

A circuit at the register transfer level is denoted as an RTL circuit. It describes the method for extracting 

the RTL circuit structure from the circuit formal description, using the iPath concept. The way of representing the 

RTL circuit structure by a labeled directed graph where nodes represent components and arcs represent connection 

between them, is presented. Labels identifying the component type are attached to the nodes and other labels are 

attached to arcs to identify attributes of connections. It is shown, how the graph theory algorithms can be used to 

derive the information about the accessibility of circuit components, i.e., the existence of ipaths between them, and 

the sequences of control and clock signals which must be generated to transfer the information along the existing 

ipaths. 

 

5 CONCLUSION  

Every single user would like to send their data very fast but unfortunately not done in existing system. Here 

problem is solved by using three paths for transmission. Time consumption is achieved in this paper. If any node is 

dead means fast bootstrapping reconstructs the paths. Data loss is very low when compared to all other existing 

systems. 
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