
Vol-5 Issue-2 2019        IJARIIE-ISSN(O)-2395-4396 

  

10159 www.ijariie.com 3054 

 

IOT based Raspberry Pi home security alarm system 

with e-mail alert using Pi camera and PIR sensors 
 

Prof. Anushree Chausalkar,  

Asst. Prof., ITMGOI,  

GwaliorM.P. India 

 

ABSTRACT 

 
In the world of internet of things this project provides a Raspberry Pi based Intruder alert system which not 

only alerts the house owner through e-mail but also sends the picture of Intruder. This system detects the 

presence of Intruder and quickly alerts the house owner by sending an e-mail alert. This mail will also contain 

the picture of Intruder captured by Pi camera. This system can be installed at the main door of office or home 

and can be monitored from anywhere in the world using email over the internet. 
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I.INTRODUCTION 
 

Wireless security is the prevention of unauthorized access. The aim of this project is to investigate a cost 

effective solution that will provide controlling of home appliances remotely and will also enable home security 

against intrusion in the absence of home owner. The system uses latest wireless communication like Bluetooth, 

Infrared and Wi-Fi access to the system for security and automated appliance control. Home security is 

considered a major issue where crime is increasing and everybody wants to take proper measures to prevent 

intrusion. 

 

 

II.OBJECTIVE 
 

System will work on different wireless communications and latest mobiles for security purpose. The proposed 

system characteristics involve remote controlling of appliances, intrusion detection, system security and auto-

configuration such that system automatically adjusts the system settings on running hardware support check. 

The main objectives of the system are as follow: 

To develop home security system that 

 

1. Crime can be prevented by taking rapid action. 

 

3. To the home owner captured image and sound will be shown to intruder. Children at home will remain 

safe due to authorization and authentication of a system. 

 

4. Efficient communication will take place by using wireless communication technology. 

 

5. Users can store and view data on internet. 
 

 

III.DESCRIPTION 
 

Mobiles and desktops can be utilized for this purpose. 

 

A. Identifying and utilizing the wireless communication devices for input in mobile for  WHSSM 

B. Designing and Developing application in the mobile for the WHSSM A. Identifying and Utilizing the 

wireless communication devices for input in mobile. 

 

For the security purpose and alertness certain input devices are used such as  
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1. Raspberry Pi camera 

 

2. PIR Sensors 

 

3. Bread Board  

 

4. Jumper Wires  

 

      . Here we will develop application on Android mobile. 

 

1. It takes actions –on specific events 

 

2. Accuracy and Efficiency will  be measured 

 

3. Testing with different inputs will be made 
 

. 

IV RESULT 

 
Expected Scientific Results after project completion. System will work on different wireless communications 

and latest mobiles for security purpose. The proposed system characteristics involve remote controlling of 

appliances, intrusion detection, system security and auto-configuration such that system automatically adjusts 

the system settings on running hardware support check. Following results will be obtained by this project. 

 

 Identifying the person which is stored into database by capturing image and sound 

 

 Authorization and Authentication will be given to user 

 

 Safety will be secured by taking immediate actions 

& Children will remain safe  

            

 Parents will be informed if they are out of town 

 

 Automation will be done upto remote places 

 

 An sms and email alert will be generated. 

 

 Recorded  images can be sent directly to 

 

the owner. 

 

It will cover special security for the remote places via mobile device and wireless communications inputs. 

 

V. METHODOLOGY 
 

The solution of the problem is dividing the work into 3 modules. 

Modules -: 

Module 1- Near field communication (NFC) based security  

In this module  the  detection  range or distance  of  PIR  sensor  will be tested  as well as the PI Camera and we 

will  use Python language to  save the images. 

Module 2- Android based control 

In this  module  we  will  create an android  based app  to create convenience  for the user to access the system  

anytime and from anywhere.  

Module 3- Way to SMS notification 

We will send  the SMS  notification  along with the  mail alert. 

 

Develop software for mobile device which integrates all 
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1. Capturing of images 2. Sound Recording 3. Wireless Communications devices 4. Email 5. SMS and to 

identify such electronic devices which uses for home safety to communicate with our programs. 
 

VI .CONCLUSION 
 

Current State of Research in the problem of the world. Different devices using for home security, our goal is 

to use only device that is mobile which covers all the functionality and capability. Integration of different 

parts and their solution can be developed with current devices and applications. Different applications have 

been developed in this field via computer with PORT. Used computer and develop inbuilt application and 

computer is taking care of it .Using mobile device, a complete individual system which has all the features 

combine like audio , video with communication devices with wifi and Bluetooth. Develop all applications for 

mobile which works on mobile server for the users 

  

VII REFERENCES 
 

1. Alkar, A. Z., & Buhur, U. (2005). An Internet Based Wireless Home Automation System for 

Multifunctional Devices. IEEE Consumer Electronics, 51(4), 1169-1174. 

 
2. Ciubotaru-Petrescu, B., Chiciudean, D., Cioarga, R., & Stanescu, D. (2006). Wireless Solutions for Telemetry in Civil 

Equipment and Infrastructure Monitoring. 3rd Romanian-Hungarian Joint Symposium Applied Computational 

Intelligence (SACI) May 25-26, 2006. 

 

3. Conte, G., & Scaradozzi, D. (2003). Viewing home automation systems as multiple agents systems. 

RoboCUP2003, Padova, Italy 

 

4. Jawarkar, N. P., Ahmed, V., Ladhake, S. A. & Thakare, R. D. (2008). Micro-controller based Remote 

Monitoring using Mobile through Spoken Commands. Journal Of Networks, 3(2), 58-63. 

 
5. Murthy, M. V. R. (2008). Mobile based primary health care system for rural India. W3C workshop on Role 

of Mobile Technologies in Fostering Social Development, Jun 2008 

 

6. Potamitis, I., Georgila, K., Fakotakis, N., & Kokkinakis, G. (2003). An integrated system for smart-home 

control of appliances based on remote speech interaction. EUROSPEECH 2003, 8th European Conference 

on Speech Communication and Technology, pp. 2197-2200, Geneva, Switzerland, Sept. 1-4,2003. 

 
7. Preeti Sajja “Personalized content representation through hybridization of mobile agent and interface agent”, in Susmit 

Bagchi (Ed.), Ubiquitous Multimedia and Mobile Agents: Models and Implementations, IGI Global Book Publishing, 

Hershey, PA, USA (In Press) 

 

 


