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ABSTRACT

It is usually not a practical by asking one user to maintain number of pairs of identity and password for different service provider, since this could increase the work load of both users and service providers as well as the communication overhead of networks. To tackle this problem, the single sign on mechanism (SSO) is introduced. Single sign-on (SSO) is a new authentication mechanism that enables a legal user with a single credential to be authenticated by multiple service providers in a Social media Network (SMN). Recently, proposed mechanism allows a user to sign on only once and have their identities automatically verified by each application or service they want to access afterwards. The goal of a single sign on platform is to eliminate individual sign on procedures by centralizing user authentication and identity management at a central identity provider. In this SSO system, user should seamlessly authenticated to his multiple user accounts (across different systems) once user proves his/her identity to the identity provider.
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1. INTRODUCTION

A single Sign-on infrastructure provides transparent access to all network resources for a user with only a single login. It enables a user to access multiple computer platforms or application systems after being authenticated just one time [1]. The user’s identity and authorization data is stored in this centralized setup (of 1 or more servers), which is trusted by all applications.

Single sign on can be implemented either as a common authentication/authorization service with centralized identity management. This provides a common centralized infrastructure to which both users and hosts communicate to authenticate accesses to resources.
2. LITERATURE SURVEY:

Courtney Powell et al. [3] implemented a prototype of the proposed system and confirmed its efficacy. In the experiment conducted, verified that SSO was operational between two locations, Kitami Institute of Technology and Hokkaido University. In addition, by using this authentication infrastructure and the adopted GSI technique, plan to construct an SSO system. Quantitative measurements such as authentication delay and security threats are among other related aspects that will also be considered. Faraz Fatemi Moghaddam et al. [4] The proposed model was designed and described by establishing two cloud servers for storing encrypted account details and cryptography keys. Moreover, a cloud-based SaaS application was designed to connect clients and SaaS service providers. Using AES256 and SSL in the suggested model improves the security of cloud-based SSO algorithm. In conclusion, the reliability of the proposed model has been assured for storing users important data according to specifications of the model. Yang Jian et al.[5] The increased two data flows that are from AS (authentication server) to TGS (ticket-granting Server) and from TGS to app servers V (Ticket), which are used to transmit the ticket-granting ticket and the service-granting ticket, they are greatly reduced the clients security risks and its workload, and enhanced the clients work efficiency through regulating the topological structure of the system and adjustment of the information flows. The new added authentication client database can dynamically register authenticated client information, and new added authorization client database can dynamically register authorized client information. Jian Hu et al. [6] Through the single sign-on project construction, a unified database of persons was established. integrated the isolated system that is not only convenient for the customer but also convenient the manager. In the construction of the Digital Campus Enterprise Service Bus was also used to achieve synchronization of information between databases.

3. OBJECTIVE:

The Objective of the proposed application are as follows: Optimize two well-known cost-sensitive measures:

• Maximization of weighted sum of sensitivity and specificity.
• Minimization of weighted misclassification cost.

4. PROBLEM STATEMENT:

It is usually not a piratical by asking one user to maintain number of pairs of identity and password for different service provider, since this could increase the work load of both users and service providers as well as the communication overhead of networks. To tackle this problem, the single sign on mechanism (SSO) is introduce.

5. SYSTEM ARCHITECTURE:
5.1 Existing System:

1. Reduce multiple user name and password for same domain system
2. Cross platform is not possible.

5.2 Proposed System:

1. The Friend Relationship-Based User Identification This will help for finding relation between different sites or different social site users.
2. Single sign in on user identifications of different domain Authenticate Once To Access Many.

Login Credentials (ID And Authentication) Usually Stored Locally. Transparently Presented to the System or Application When Needed.

3. Cross platform identifications To check pair on different site or SMN.

The main steps when user log on to social Networking Site with single sign-on are:

1. User enter their single sign-on Email and Password and then click on sign-in. This information first strikes on single sign-on server and get all the necessary attributes but some attributes (Father Name, Landline Number, Photo) are not present on this site.

2. Single sign-on server requests the necessary attributes to the find the attributes in their database.
6. ALGORITHM:
A. System Initialization Phase:
   step 1: initialized your accounts.
B. Registration Phase :
   step1: register your information.
C. User Identification Phase :
   step1: check password and id.
   step2: take response.

6.1 Advantages:
• Users need only one password for access to all applications and systems.
• Users can access the corporate network at the start of their workday.
• Users have immediately have access to all necessary password-protected applications.
• Users don’t need to remember multiple passwords.
• Users don’t have to write down their passwords.
• Users don’t have to guess passwords, which potentially expose applications to unauthorized users.

7. CONCLUSION
The problem of user identification across SMN platforms and offered an innovative solution. Single Sign-On enables users to login quickly and securely to all their applications, websites and mainframe sessions with just one identity.

8. ACKNOWLEDGEMENT
I would like to take this opportunity to express my sincere gratitude to my project guide & head of department Prof. Deokate G.S and co-guide Prof. Varpe K. N for his encouragement, guidance, and insight throughout the research and in the preparation of this dissertation, he truly exemplifies the merit of technical excellence and academic wisdom. His extensive knowledge, serious research attitude and encouragement were extremely valuable to me. I also appreciate not only for his professional, timely and valuable advices but also for his continuous scheduled follow up and valuable comments during my research work. I should also like to acknowledge the contribution of my principal Dr. G. U. Kharat.

9. REFERENCES

[3]. Courtney Powell, Takashi Aizawa, Masaharu Munetomo, Design of an SSO Authentication Infrastructure for Heterogeneous Inter-cloud Environments, 2014 IEEE 3rd International Conference on Cloud Net


[6]. Jian Hu, Qizhi Sun, Hongping Chen, APPLICATION OF SINGLE SIGN-ON (SSO) IN DIGITAL CAMPUS. 9781-4244-6769-3/10/26.00 2010 IEEE

BIOGRAPHIES

Miss. Bohade Snehal is a student of 7th semester in Department of Computer Science, Sharadchandra Pawar college of Engg. Otur. She is working on the project titled Single Sign On Mechanism for Multiple Social Media Sites. This paper is the outcome of the application being developed.

Mr. Joshi Vishnu is a student of 7th semester in Department of Computer Science, Sharadchandra Pawar college of Engg. Otur. He is working on the project titled Single Sign On Mechanism for Multiple Social Media Sites. This paper is the outcome of the application being developed.

Mr. Godage Somnath is a student of 7th semester in Department of Computer Science, Sharadchandra Pawar college of Engg. Otur. He is working on the project titled Single Sign On Mechanism for Multiple Social Media Sites. This paper is the outcome of the application being developed.
**Miss. Patil Swati** is a student of 7th semester in Department of Computer Science, Sharadchandra Pawar college of Engg., Otur. He is working on the project titled Single Sign On Mechanism for Multiple Social Media Sites. This paper is the outcome of the application being developed.

**Assi. Prof. Deokate G. S.** B.E. & M.E. Assistant Professor & Head of Department(comp.), Department of Computer Engg. Sharadchandra Pawar College Of Engg. Otur, Pune (India)

Deokate.gd@gmail.com

**Assi. Prof. Varpe Kanchan Nanasaheb** B.E.& M.E. in Computer Engineering. PG Scholar Computer Engineering, Sharadchandra Pawar College Of Engineering, Dumbarwadi (Otur)Savitribai Phule Pune University Otur, Pune-412409, India. varpe.kanchan@gmail.com