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                                                               ABSTRACT 

Recently, Reversible Data Hiding (RDH) on encrypted images attracts more attention. In previous methodologies, 

data is embedded by vacating room reversibly from the encrypted images. This may lead to some errors on image 

restoration and/or data extract ion. In this paper, a traditional RDH algorithm is used to reverse room before 

encryption. Thus, the data hider finds it easy to embed data in the encrypted image reversibly. Using the proposed 

method real reversibility can be achieved, that is image recovery and data extraction are free of any error.

 

INTRODUCTION 
 

Digital image processing is the use of computer algorithms to perform image processing on digital image. As a 

subcategory or field of digital signal processing digital image processing has many advantages over analog image 

processing. It allows a much wider range of algorithms to be applied to the input data and can avoid problems such 

as the build-up of noise and signal distortion during processing. Since images are defined over two dimensions 

digital image processing may be modeled in the form of multidimensional systems. 

 

EXISTING SYSTEM 

In the existing system the image is being transferred by changing only its color characteristics which may lead to 

less security during transmission. There is possibility of third party interference while transmission as the image and 

decryption code may travel in the same path. If the image has been edited it will be difficult to find the original 

image.  

 

PROPOSED SYSTEM 

Rumour Walker: 

Check for whether the image and private key goes in the same path.  If it is in the same path it will automatically 

divert the key in the alternate path. 

PSNR:  [Peak Signal Noise Ratio]  

It will check the size of the image and if it not matches with original image will indicate to SPRT. 

SPRT:  [Sequential Probability Ratio Test] 

  It will check the size of  each pixel if the size differs it will adjust the size of the pixel in the parent node and will 

retransmit the image. 
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Figure.1. Block Diagram for the system 

IMPLEMENTATION 

Encryption of Image 
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Decryption of Image 

 

 

CONNECT TO THE DATABASE 
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CONCLUSION   

With this we can send and receive the encrypted image and the decryption code in the various paths. This is will 

be more safe from third party who tries to hack the image that has been sent to the receiver. Thus this 

implementation will be more effective and efficient while the image is being sent and it will be more safe for 

sending the image.  
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