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#### Abstract

Topology describes the procedure of putting items in a particular order, arrangement, or connection. Therefore, the process of organising, arranging, or connecting various devices in a network is referred to as network topology. Network topology refers to the various ways that devices can be connected to one another. These network topologies are classified into two categories. dependent on how devices are connected and how data is transferred between them in parts Some of the topologies used in different industries for system layout include star, ring, hybrid, mesh, tree, and bus. This study has examined the advantages and disadvantages of different topologies based on connections and data flow. The significance of is discussed in this article. network architecture. The increasing need for these topologies in several start-ups and major enterprises is covered in this article.


It demonstrates how topologies have a bright future because every organisation must establish a network that must be carefully organised, leading to an increase in the use of network topologies.
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## INTRODUCTION

The process of setting up different components (such links and nodes) of a network is known as networking topology. It can be thought of as a geometric illustration of the interconnection and communication between many systems.

### 1.1 IMPORTANCE OF NETWORK TOPOLOGY:

There are several reasons why the network layout is important. It is crucial for the performance and operation of any network, above all. Any company's performance can be improved by choosing the right topology for its operational model, which also makes it easier to spot flaws, remedy them, and allocate resources.to ensure the optimum network health, efficiently through the network

A network topology diagram produced by software is frequently used to show and change the design and structure of a network. The primary benefit of these diagrams is that they can provide visual representations of both logical and physical layouts, assisting managers in understanding the relationships.when performing troubleshooting between devices.

An effective and well managed topology can increase data energy and efficiency, helping to save operating and maintenance costs. The way a network is set up may make or break how well it connects, functions, and is protected from downtime. To ensure any network is effective comprehension of the logical and physical topology is essential for efficient network management and monitoring. requires a profound knowledge of the logical and physical topology.

### 1.2 TYPES OF NETWORK TOPOLOGIES:



1. 2.1 BUS TOPOLOGY

In a network with bus topology, every system and device present is connected to a single wire. It transmits data from one end to the other in a single direction. There are line terminators on the shared channel's endpoints. Every time a node wishes to send a signal via the network, it does so by sending
send a message via a network. No matter who the message is addressed to, all reachable stations in the network will receive it. There aren't any bi-directional properties in this. Given that the topology crashes if the backbone is compromised, it is a multi-point connection with a non-robust topology. Line topology and backbone topology are some names for it. Information moves in the same as the cabel.

There may be problems if numerous hosts attempt to transfer data at the same time. Because of this, it uses CSMA/CD (Carrier Sense Multiple Access / Collision Avoidance) technology to solve the problem or designates one host as Bus Master. It is a fundamental form of networking whereby the malfunction of one device has no bearing on that of the other devices. But, all other devices will stop functioning if the shared communication channel breaks down. It is frequently utilised in established networks, including 802.3 (Ethernet) and 802.4 networks. The bus topology shown in the figure shows how devices can be connected to one another via a network and how data travels from one end to the other.


- CSMA (Carrier Sense Multiple Access) is a sort of media access control that is used to manage data flow in order to maintain data integrity or prevent packet loss. Often, two alternative strategies are employed to address the issues that areresulting from the simultaneous delivery of messages by any two nodes.
- Carrier Sense Multiple Access with Collision Detection (CSMA CD).

In the event that a collision is discovered, the transmitter will stop sending data. As a result, it concentrates on data collision recovery.

- carrier-sense multiple access with collision avoidance (CSMA/CA) technology avoids collisions. The sender of the data will wait till the media is available if he is preoccupied. Effectively lowering the probability in this manner of an impact. After the collision, recovery is not supported.


## 1. 2.2 RING TOPOLOGY

In this type of architecture, each host machine is connected to exactly two more hosts, resulting in a circular network structure. Data is routed through all intermediary hosts if any host wishes to communicate with or send a message to another host that is not immediately adjacent to it. The system that receives the notification from the previous system completes to the following system. To add another host to the current configuration, the administrator might only need to use one more wire. The only distinction from bus topology is that it has connected endpoints. The data flow in this case is also restricted to one direction and occurs within a loop. However, it can be made bidirectional by providing two connections between each network node, which is known as a dual ring topology. No point of termination exists because the two ends are connected. It has a clockwise data flow. direction Many repeaters are required when a ring topology with a large number of nodes is used because, in a ring topology with 90 nodes, data must travel via 89 nodes before reaching the 90 th node. Thus, repeaters are used in the network to prevent data loss of data.


It is the most widely applied topology. With this design, a wire connects each system to a separate hub.
The other nodes are connected to this hub, which serves as the central node. This hub could be intelligent, i.e., active hubs, or passive, i.e., not intelligent, like broadcasting devices. Repetition isactive hubs have it present. The devices linked to the primary computer are referred to as clients and the main computer as a server. The coaxial cable or RJ-45 connections are used to connect the devices.


## 1. 2.4 MESH TOPOLOGY

A host is connected to numerous other systems in this. It allows for the linking of any two systems in a point-to-point fashion. There may be some devices present, and only a small number of them have point-to-
point connections.There are two different types of mesh networks: complete mesh and partial mesh. Mesh topology, which is fully interconnected, has all connected nodes, as opposed to partialinterconnected topology, which has fewer nodes and just two or three connections. mesh topology, which is fully interconnected, contains all connected nodes.


## 1. 2.5 TREE TOPOLOGY

Using this topology, the network is separated into many levels and layers. Three sorts of network devices, mostly in LANs, make up a network. The access layer, which is the lowest layer, is where systems are connected.The layer in-between the top and bottom layers is known as the distribution layer. the highestThe brain of the network is the layer, often known as the core layer. All nearby hosts are connected by a point-to-point link.Similar to a bus, topology has an issue if the root node fails because it affects the entire network. But it's hardly the only place where things go wrong. There is a point-to-point link connecting all nearby hosts.Similar to a bus, topology has an issue if the root node fails because it affects the entire network. Yet, it is hardly the only place where things go wrong. Every link serves as a single point of failure that divides the network into portions that, if it fails, are unreachable.

Tree Topology



## 1. 2.6 POINT TO POINT NETWORK TOPOLOGY

Any network that connects two hosts in a dedicated way has a point-to-point topology. Make sure you have a link between them that can meet your demands, for instance, if you were configuring a router in Miami, Florida, to connect to and use resources on a network in Atlanta, Georgia.

Point to Point Topology


## CONCLUSION

The term "networking topology" refers to a variety of topologies that describe various connections between various devices for the purpose of exchanging data. Many topologies can be categorised according to various factors. In this study, these topologies have been covered. Importance.In this work, each of these topologies has been covered. It is described how various device layouts are carried out in different topologies. This paper discusses ring topology, including its diagrammatic representation, benefits, and drawbacks. Similar to this, this work has discussed a number of alternative topologies, including mesh, star, bus, tree, and hybrid topology. From each and every little to large business, all Each of these has a variety of networks with connections for various devices. These connections are made while considering the advantages of various topologies, and they are then made in accordance with those considerations. Since new businesses open up every day, these topologies are increasingly needed, expanding their potential application in the future.


